Final Depositions of Preliminary Comments

	No.
	Entry Id
	1. Section:
	- Subsection Below Section:
	2. Comment Recommends (check one):
	3. Current Text:
	4. Comment:
	5. Statement of Problem and Substantiation for Comment.
	Disposition

	1. 1
	922
	Alarm Validation Scoring (AVS) Standard Procedures
	1.1. General
	Revised text
	When an item is marked with an asterisk (*) indicates there is explanatory material within the annex
	1.1.3-  When an item is marked with an asterisk (*), it indicates there is explanatory material within the annex.
	Grammar issue
	Update
Accept

	2. 2
	925
	Alarm Validation Scoring (AVS) Standard Procedures
	1.2. Definitions (Defined Terms are Italicized)
	Revised text
	1.2.14 Call for Service
A call or Data Message to the law enforcement authority, such as ECC/PSAP/911 or the telephone number used to reach the responding law enforcement agency, that the Supervising Station is in receipt of an alarm that cannot be verified or denied.
	The Call For Service may also be for a verified alarm event in the case the Supervising Station has confirmation from the customer or other confirming an alarm in progress
	Clarifies that Calls for Service may be made for verified and not verified alarms (pending adherence to the Levels outlined in the standard).
	Possible update, LD to review: 
Accept

A call or Data Message to the law enforcement authority, such as ECC/PSAP/911 or the telephone number used to reach the responding law enforcement agency, that the Supervising Station is in receipt of an. 


	3. 3
	924
	Alarm Validation Scoring (AVS) Standard Procedures
	1.2. Definitions (Defined Terms are Italicized)
	Revised text
	Level 2: A Call for Service, knowing person or persons are present at the alarm site.
Level 3: A Call for Service, knowing person or persons are present at the alarm site and it appears there is a threat to property.
	Level 2: A Call for Service, with high probability a  person or persons are present at the alarm site.
Level 3: A Call for Service, with high probability a person or persons are present at the alarm site and it appears there is a threat to property.
Level 4: A Call for Service, with high probability a person or persons are present at the alarm site and it appears there is threat to life.

	Recommend changing "knowing" to "high probability" as this term is used more consistently throughout the rest of the documentation in reference to scoring an alarm event.
	L2 – proof of or high probability 
L3 & L4 – leave as is

Accept in part
These are within the definition section 1.2.4.
The details within the section “Reporting Categories” have this in it:
“2.1.9. There is proof, or the very high probability…. etc. 
Made the change suggested for L2.


	4. 
	912
	Alarm Validation Scoring (AVS) Standard Procedures
	1.2. Definitions (Defined Terms are Italicized)
	General Comment
	Additional Risk Qualifiers (ARQ)
There are other data such as, higher risk account type and time, non-verified human or Human Activity seen or heard, site specific knowledge or data that indicates suspicious activity.
 
	Higher risk account type
Is there an industry definition or set of criteria for this? Anything preventing us from classifying a residence this way because a public figure or executive lives there? What about a home in a neighborhood with a high crime rate? 
	See #4
	Update definition
Accept in part.
Add to 1.2.1 ‘as defined by the alarm company “and the like”

What a reasonable person would believe as a high-risk account…



	5. 
	932
	Alarm Validation Scoring (AVS) Standard Procedures
	2. Burglar Alarm Processing
	Revised text
	Intrusion Signals (D,1)
2.1.1. Signal is handled as follows:
Note: All intrusion signals are initially considered to be Alarm Level 1. The Alarm Level may escalate or deescalate based on Automation Data, data analytics and operator observation.
		 
	Intrusion Signals (D,1)
2.1.1. Signal is handled as follows:
Note: All intrusion signals are initially considered to be Alarm Level 1 unless the alarm message contains modifying data. The Alarm Level may escalate or deescalate based on the Alarm Message Data, Automation Data, data analytics and operator observation.



	I believe that allowing language for the alarm message coming from the manufacturer's control panel to deliver the alarm score to the central station with applicable data to provide additional insight and context to the operator to know more about what is happening at the site could provide further value and reduced response times. While we realize this technology does not exist today in current alarm system technology, we believe that technology could be developed in the future to add more information about the grade of an alarm.
	Acknowledge


Thanks for the observation and that very point is why we’ve made every attempt to use “performance” language so that it’s not closed-end and/or “prescriptive.” 

	6. 
	930
	Alarm Validation Scoring (AVS) Standard Procedures
	General Comment
	Revised text
	1.2.4. Alarm Level(s) (0, 1, 2, 3, 4)
Levels are a system designed to add some meaning to the supervising center’s Call for Service. They are a result of operator observations and/or a combination of observations and automation assistance.
Defined as;
Level 0: No Call for Service
Level 1: A Call for Service with no other information.
Level 2: A Call for Service, knowing person or persons are present at the alarm site.
Level 3: A Call for Service, knowing person or persons are present at the alarm site and it appears there is a threat to property.
Level 4: A Call for Service, knowing person or persons are present at the alarm site and it appears there is threat to life.
	1. I believe there are needed edits to Alarm Levels due to the advent of many Central Stations and platform companies delivering additional notification information to the end user(s) (Including authorized personnel) through extended mobile applications. Allowing the end user(s) to be notified immediately and simultaneously upon alarm activations through mobile devices, affords additional time for user(s) to verify activity on the premises or to use known information to confirm dispatch remote from the alarm site.  The end user(s) could have pertinent information that would likely determine; 1) no need for response due to activity by the user(s), 2) need for emergency services.
2. Level 2: A Call for Service, knowing person or persons are present at the alarm site or a notified person/persons (Not at the alarm site) confirms dispatch.
	With the proliferation of mobile devices and applications, User(s) are getting information in real time directly from their service providers.  This gives the User(s) additional ability to make a judgement call on the Call for Service.  User(s) of the alarm system may have substantial belief or pertinent information that there is a need for a higher level of dispatch due to but not limited to a) high crime activity in the area, b) known domestic issues that would require speedy responses that may not be able to be performed by the user(s) at the alarm site and c) multiple previous attempts on the alarm site.
Personal Experience.  I was an owner of a UL Central Station and in my experience, user(s) know their alarm situations better than any of our operators.  For example a Pawn shop owner had several break-ins that resulted in extensive loss of property.  He knew that if the alarm went off it was highly likely a break-in due to the multiple times they had burglaries.   This knowledge requires a higher Alarm Level.
Personal Experience.  A domestic violence situation in which a boyfriend of one of the alarm users (daughter) had issued a restraining order against a boyfriend of his daughter due to previous assaults.  When we notified the user of a burglar alarm, he immediately requested dispatch due to the history of assaults against his daughter.  This information from a user not at the alarm site requires a higher response due to pertinent knowledge that the operator may not have.  This confirmation by a user(s) remote from the alarm site requires a higher Alarm Level.
	Acknowledge



Thanks for the observation and that very point is why we’ve made every attempt to use “performance” language so that it’s not closed-end and/or “prescriptive.”



	7. 
	918
	Annex B (Informative)
	5.2. Example of an Operator Assistant Card
	General Comment
	Level 2 need to add
	[image: Text

Description automatically generated]When speaking to the subscriber and they requests the police because no person should be on site.

	See #4
	Acknowledge

Thanks for the observation, we have done our best to use “performance” based language to allow for other methods to accomplish the end.


	8. 
	916
	Annex B (Informative)
	5.2. Example of an Operator Assistant Card
	Revised text
	Level 0 No person(s) seen or heard
	Preferred verbiage:

Unable to detect a person (or human action) visually or through audible means.

	If a car is driving by it may not be possible to see the person.  However you can assume a person is driving the car.
	Acknowledge

Thanks for the observation, we have done our best to use “performance” based language to allow for other methods to accomplish the ends.


	9. 
	917
	Annex B (Informative)
	General Comment
	General Comment
	Level 2



No person(s) seen or heard
	No person (or human activity) visually seen, or audible.  When speaking to person on site unable to verify identity.
	#4
	Acknowledge (no change)

Thanks for the observation, we have done our best to use “performance” based language to allow for other methods to accomplish the end.


	10. 
	928
Committee left off.
	Annex E (Informative)
	5.5 Compliance Management
	General Comment
	As currently written in section 4 and Annex E
See Comment

	As a software provider to the Alarm Monitoring Industry I want to direct a observation / comment to Section 4 Compliance Management, and then Annex E - As currently drafted I read it to state that compliance with the standard will be self-auditing by the Monitoring Center.
However, It is noted in Annex (E 4.1.1 2) that data upon which an escalate/deescalate decision was made is retained for possible future use by public safety, NRTL auditor, or another stakeholder.
The statement 'possible future' use is problematic to me.
I translate the 'self-auditing' in section 4, and then the statement in Annex E to mean that there currently is no mandatory compliance, or regulatory body enforcing the standard, or required date of compliance with the standard. To state this further, as a software provider my UL1981 or UL827 listing compliance would not require adoption of, or compliance to, the AVS-01 standard to retain those listings.

	See comment
	 Accept in Principle 

This will be added for UL as an optional adoption for centrals, and will be a new UL listing type.

Tighten wording Annex 4.1.1 – clarify ‘possible future’ 

Add to 4 Compliance Management

[bookmark: _Hlk108342299]Central-stations that want to claim compliance with this standard must have a Nationally Recognized Testing Laboratory (NRTL) certificate in force and therefore follows confirmation procedures outlined in UL 827, UL 2050, ULC S301 or ULC S304 Standards and have a subset certificate meeting the requirements of this standard. 

Modify A 4.1.1
A 4.1.1 The intent of Section 4.1 is to assure 1) that sufficient information is captured during alarm event handling to allow post-event analysis and 2) that data upon which an escalate/deescalate decision was made is retained for use by public safety, NRTL auditor, or another stakeholder



	11. 
	871
	Annex E (Informative)
	5.5 Compliance Management
	Revised text
	Greetings:
I have the following observations:
5.5 Compliance Management, A 4.1.3 Example A c. the phrase "COVID mask" can be replace to "face mask"
5.5 Compliance Management, A 4.1.3 Example A g. the phrase "male voices" can be rephrased like "voices (male or female)" to eliminate the stigma by gender.
5.5 Compliance Management, A 4.1.4 first sentence, the word "decision" can be replaced by "determination" to be consistent with the wording used in the previews content.
We appreciate the opportunity to share our feedback.

	Please see comments in section 3.
	Please see comments in section 3.
	 Accept

Done in master Rev 25.

	12. 
	921
	General Comment
	General Comment
	General Comment
	Realizing that much thought and consideration was put into this proposed standard, we thank those on the committee for their hard work.  In support of alarm industry as a whole we want to see things done the right way and with the creation of the ASV-01 standard, we have some concerns and questions.
 General Concerns:
1. Alarm companies will be investing financially in the creation of a mechanism and training to assess and score each dispatch plus the increased cost of a higher average handle time for the dispatch level assessment to be completed.  However, a clear business case has not been presented that shows a definite benefit to the customer, only a perceived and assumed one.  Has any kind of study or pilot been done to show the benefit that this new standard will bring to the Customer/Alarm industry/ECC’s?  Will that be done before this would go into effect?
2. The time it will take to consistently assess the appropriate rating level will result in delayed dispatches and pose a potential danger to customers rather than result in an overall faster response.
3. Is the alarm industry taking on more liability in classifying alarms rather than providing the facts to the ECCs and letting them determine the best response?  It is not clear what will change because we tell them it is a level 4 vs relaying the facts.  There is no language prescribing what the ECC response should be to each level.
4. Assuming details will still need to be provided to the ECC regarding what an alarm operator heard or saw that caused them to escalate it to the chosen level, it is unclear what the value of the level rating is if we are relaying the same information as today.
 Scenario Clarifications – These are details we believe need to be added for consistency in rating.
1. If a customer is NOT on site and requests a police dispatch either because they are not sure what is happening or they suspect it is a break in, what level does that get rated?
2. If a customer requests a police response for a burglar alarm that would be level 4, what is the difference in police response compared to an audible panic alarm?
	Realizing that much thought and consideration was put into this proposed standard, we thank those on the committee for their hard work.  In support of alarm industry as a whole we want to see things done the right way and with the creation of the ASV-01 standard, we have some concerns and questions.
 General Concerns:
1. Alarm companies will be investing financially in the creation of a mechanism and training to assess and score each dispatch plus the increased cost of a higher average handle time for the dispatch level assessment to be completed.  However, a clear business case has not been presented that shows a definite benefit to the customer, only a perceived and assumed one.  Has any kind of study or pilot been done to show the benefit that this new standard will bring to the Customer/Alarm industry/ECC’s?  Will that be done before this would go into effect?
2. The time it will take to consistently assess the appropriate rating level will result in delayed dispatches and pose a potential danger to customers rather than result in an overall faster response.
3. Is the alarm industry taking on more liability in classifying alarms rather than providing the facts to the ECCs and letting them determine the best response?  It is not clear what will change because we tell them it is a level 4 vs relaying the facts.  There is no language prescribing what the ECC response should be to each level.
4. Assuming details will still need to be provided to the ECC regarding what an alarm operator heard or saw that caused them to escalate it to the chosen level, it is unclear what the value of the level rating is if we are relaying the same information as today.
 Scenario Clarifications – These are details we believe need to be added for consistency in rating.
1. If a customer is NOT on site and requests a police dispatch either because they are not sure what is happening or they suspect it is a break in, what level does that get rated?
2. If a customer requests a police response for a burglar alarm that would be level 4, what is the difference in police response compared to an audible panic alarm?

	Realizing that much thought and consideration was put into this proposed standard, we thank those on the committee for their hard work.  In support of alarm industry as a whole we want to see things done the right way and with the creation of the ASV-01 standard, we have some concerns and questions.
 General Concerns:
1. Alarm companies will be investing financially in the creation of a mechanism and training to assess and score each dispatch plus the increased cost of a higher average handle time for the dispatch level assessment to be completed.  However, a clear business case has not been presented that shows a definite benefit to the customer, only a perceived and assumed one.  Has any kind of study or pilot been done to show the benefit that this new standard will bring to the Customer/Alarm industry/ECC’s?  Will that be done before this would go into effect?
2. The time it will take to consistently assess the appropriate rating level will result in delayed dispatches and pose a potential danger to customers rather than result in an overall faster response.
3. Is the alarm industry taking on more liability in classifying alarms rather than providing the facts to the ECCs and letting them determine the best response?  It is not clear what will change because we tell them it is a level 4 vs relaying the facts.  There is no language prescribing what the ECC response should be to each level.
4. Assuming details will still need to be provided to the ECC regarding what an alarm operator heard or saw that caused them to escalate it to the chosen level, it is unclear what the value of the level rating is if we are relaying the same information as today.
 Scenario Clarifications – These are details we believe need to be added for consistency in rating.
1. If a customer is NOT on site and requests a police dispatch either because they are not sure what is happening or they suspect it is a break in, what level does that get rated?

2. If a customer requests a police response for a burglar alarm that would be level 4, what is the difference in police response compared to an audible panic alarm?

	 




















































Reject

1. No change, does not. Go to 2







2. Note, the text specifically uses the words “audible” and “eye witness” 





	13. 
	884
	General Comment
	General Comment
	General Comment
	The alignment/margin on the left side of the page is not the same from page to page.
	[image: Text, application

Description automatically generated][image: Text

Description automatically generated]The alignment/margin on the left side of the page is not the same from page to page

.
	Adjust the alignment/margin on the left side of the page.
	Reject
 The margins are set that the pages could be put into a 3-ring binder, thus the “binding edge” offset. 


	14. 
	931

	General Comment
	Intrusion Alarm Level 0 (No Call for Service to ECC/PSAP)
	General Comment
	2.1.11. An intrusion alarm where it is determined a Call for Service to ECC/PSAP is not warranted.
This determination may be modified by:
a. Receipt of a CANCEL/OPEN/CLOSE, a recently armed system
b. Verbal confirmation from the Contact List
c. Visible, audible, eyewitness or Analytical Data confirmation that no threat is present
d. An event, from the site, that could only be the result of an authorized individual. Such as bypass,
late to open, and the like.
e. A Data Message, such as from an End User interface, from an authorized individual, indicating
there is no emergency at the protected premises.
	"This determination may be modified by:"  -- Suggest "Obtained by [list below]" otherwise specify that the Level 1 is "modified" to a Level 0 but 1 of the below, but the Level 0 itself is not modified by the list.
As this reads, it suggests a recently armed system on its own is sufficient for going to Level 0.  Is that the intent?  The other criteria on the list are much stronger to suggest no response.  A recently armed system seems much weaker than the others when not combined with other criteria.

	Current text reads as not totally clear
	Accept in principle 

This  may be determined by:



	15. 
	900
	General Comment
	Intrusion Alarm Level 0 (No Call for Service to ECC/PSAP)
	General Comment
	See #4
	2.1.11.d
A 'Late to Open' is not related to an authorized user on site - its the exact opposite (no user on site).
Further, a 'Late to Close' should not be considered a factor regarding authorized user on site unless proper credentials are received from user on site.
4.2
How will TMA fund central stations to audit this?
	n/a
	Accept
 Agreed “Late to Open” is a function of the alarm panel, not a user/

d. An event, from the site, that could only be the result of an authorized individual. Such as bypass, and the like


	16. 
	914
	General Comment
	Intrusion Alarm Level 2
	General Comment
	b. Presence detection analytics that determine human device (e.g., cell phone, Bluetooth) is on premises.

	assume the intent is affirmative matching with a known device, since the mere presence of a cellular radio or Bluetooth signal is absolutely not reliable as an indicator of human presence… Should this be clarified?

	See #4
	a.  Reject.
b. 
c. 


	17. 
	935
	Intrusion Alarm Request for Service Elements
	4.2. Process Monitoring and Corrective Action
	General Comment
	N/A
	As part of the standard process monitoring and corrective action, we ask that consideration be made for adding a parameter where a certain number of alarm events (can start with a small percentage) should have a follow up action with the dealer, customer, or responders to confirm if in fact the alarm event did in fact merit the response type determined by the current standard and process.  This data would not be used to check a supervising station's compliance with the standard but rather be used to improve the standard going forward or flag errors in the current process.
Understanding that this is an additional burden on supervising stations, perhaps this could start as an un-audited recommendation.


	The overall goal of the standard is to have the right response type for each alarm event whether it is Level 0, 1, 2, 3, or 4.  The criteria used in the standard at publishing is only as good as the data available to the committee and industry at time of the standard's creation.  A concerted effort as an industry to improve visibility and reporting on events will help us improve the standard in the future to ensure the scoring methodologies truly align with the response types needed.
	Acknowledge

 The committee has discussed this at length, but to do this would need the cooperation of the ECC’s. We’re taking a slow walk on this to see where it leads. 

	18. 
	934

	Intrusion Alarm Request for Service Elements
	4.2. Process Monitoring and Corrective Action
	Revised text
	4.2.1. AVS Scoring Process
a. A central station shall implement a process by which compliance with Sec 2.1 is continuously
measured and monitored by the station
b. The length of time between self-assessments shall not exceed 90 days
c. The periodic assessment described in 4,2,1, b) shall be made by analyzing a random sampling of
signals processed in the covered time span, according to the following
1) Sampling shall be randomized across all intrusion detection signals received.
2) Target sample size is 10% of intrusion detection alarm signals received in the assessment time
frame
3) Minimum sample size shall be 50 alarm events and shall include samplings of all Alarm Levels. If available, the sampling shall be a minimum of 10 and a maximum of 25 alarm events that are Alar 
Level 2 and above.
4) Maximum sample size shall be 200 alarm events and shall include samplings of all Alarm Levels.
If available, the sampling shall be a minimum of 40 and a maximum of 100alarm events that are Alarm Level 2 and above.
	The current text in 4.2.1.c numbers 2-3 should include percentages for the min and max alarm events that are level 2 and above.
Recommended Next Text:
2) Target sample size is 10% of intrusion detection alarm signals received in the assessment time
frame .  The sampling shall include samplings of all Alarm Levels.  If available, the sampling shall be a composed of a minimum of 20% and a maximum of 50% alarm events that are Alarm Level 2 and above.
3) Minimum sample size shall be 50 alarm events and shall include samplings of all Alarm Levels. At the minimum sample size, the sampling shall be a minimum of 10 and a maximum of 25 alarm events that are Alarm Level 2 and above, if available.
4) Maximum sample size shall be 200 alarm events and shall include samplings of all Alarm Levels.  At the maximum sample size, the sampling shall be a minimum of 40 and a maximum of 100alarm events that are Alarm Level 2 and above, if available. 

	As written, there is no min/max guidance on the number of alarm events that need to be between level 2 and above for stations that will have between the 50 and 200 events audited.  Percentages should be added for clarity.
	 Reject

The current text is straight forward, to the point and not wordy.


	19. 
	913
	Intrusion Signals (D,1)
	2.1. Fundamental Weighting
	General Comment
	Customer or Customer’s Service Provider Special instructions alone cannot escalate Alarm Level.
	But can “higher risk account type” do this?


	See #4
	 Acknowledge

No: other than changing Level 0 to a 1, it cannot be raised a Level higher. 

	20. 
	915
	Intrusion Signals (D,1)
	4.1. Record
	General Comment
	c. The periodic assessment described in 4,2,1, b) shall be made by analyzing a random sampling of signals processed in the covered time span, according to the following
1)Sampling shall be randomized across all intrusion detection signals received.
2)Target sample size is 10% of intrusion detection alarm signals received in the assessment time frame
3)Minimum sample size shall be 50 alarm events and shall include samplings of all Alarm Level If available, the sampling shall be a minimum of 10 and a maximum of 25 alarm events that are Alarm Level 2 and above.
4)Maximum sample size shall be 200 alarm events and shall include samplings of all Alarm Level If available, the sampling shall be a minimum of 40 and a maximum of 100alarm events that are Alarm Level 2 and above.

	Automation providers should be required to provide the above data.  This could be tied to the MEW level so task will not be so manual.
	A very manual task if tools are not provided by automation system provider.
	 Acknowledge

Agreed it would be very helpful to have the automation system do this, but there can be very small centers, that are manual and want to be certified compliant with AVS-01.

	21. 
	936
	Intrusion Signals (D,1)
	Intrusion Alarm Level 4 Life Threatening Event
	General Comment
	2.1.7. Visible, audible, eyewitness or Analytical Data confirmation of a threat to life.
Examples: Observation by operator or through analytics, potential life-threatening language or sounds heard,
physical altercation seen, authorized user confirms or perceives a threat to life, analytic confirmation of predetermined
threat, e.g., Weapons presented in a life-threatening manner, firearms heard, Biometrics or
similar technologies of known dangerous person, and the like.
	Question arose whether attempted access control event from a known "watch list" badge or code qualifies as similar technology.
EX:  Burg alarm followed by interior access door access attempt for secured room for known dangerous person (such that in order to make the access attempt the known dangerous person would already be inside the premise)

	Request for clarity on how "watch lists" for codes or badges may be used in determining threat level
	 Acknowledge

Remove reference 



	22. 
	933
	Reporting Categories
	Intrusion Alarm Level 2
	General Comment
	2.1.9. There is proof, or the very high probability, of non-validated or non-authorized Human Presence with
unknown intent.
Examples of defined events Manual process:
a. Video of person(s) on premises that cannot be validated or authorized to be onsite, and there is no
additional data present that raises to AL3 or AL4.
b. Audio of person(s) on premises that cannot be validated or authorized to be onsite, and there is no
additional data present that raises to AL3 or AL4.
c. Open/Close/Cancel/Bypass by unauthorized user code.
d. Seismic detection with ATM, Vaults and the like.
e. License Plate Recognition activation of 'known foe' within protected area, plus an intrusion alarm.
f. Confirmation of presence of human(s) with unknown intent. (e.g., cell application, any technology
that allows observation of premises, and the like)
g. Manual Fire Pull/Emergency phone signal, in addition to intrusion alarm.
h. Eyewitness call that states person is at premise.
i. And the like
	Feedback from internal discussion is that it is not clear from the text how example "e" is substantially different from Level 4 where biometrics of a known dangerous person are present.  I believe the intent is that there is confirmation of the known foe with biometrics while a strong suggestion of a known foe with the license plate recognition, but still uncertainty since someone else could have used the car etc.
	Current text leaves some readers confused on the nuance by the license plate example and how this is only at level 2 event.

Don’t understand the reference to “only level 2 event’

.
	

















Accept in Principle

Change text to make clear the “foe” list has been supplied by the subscriber. 

e. License Plate Recognition activation of a ‘known foe’ (list supplied by the subscriber) within protected area, plus an intrusion alarm.

	23. 
	939
	General Comment
	General Comment
	Revised text
	See Below
	1) This is a housekeeping question more than anything. On page 20, in the "Complaint Audit-Worksheet" form is the intended header for Column K "Compliant" or "Complaint"?

2) The document outlines fairly specific standards for self-assessment and audit and the trigger points for corrective action for non-compliance to these standards. Will there be a higher governing body that will review and verify these self-guided audits? If so, has there been any discussion as to who that would be and how such reviews would be implemented?

3) Have there been substantial conversations with alarm automation platform providers about adding features that would support this initiative into their software? If not, will there be? If there have been such discussions, were the providers willing to commit to the process and discuss a development and availability timeline? 

4) What is the general sense of interest amongst AHJs regarding this initiative and how has this information been obtained? Do the interested AHJs represent a broad demographic of municipality types (urban, suburban, and rural)?
	
	Acknowledge

1. Compliant is correct as presented.



2. The current committee concept is, there would be a new service category (like current UL categories, BA, FA, Residential, etc. And a NRTL would be responsible for annual audits. 

3. There are several members of the committee that represent automation suppliers.



4. There are several PSAP’s/ECC’s representatives on the committee and they are communicating with others in the industry. 
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